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EXECUTIVE SUMMARY 

PROJECT CONTEXT 

WSP has been engaged by Aurora Energy (Aurora) to undertake an independent review to determine the state of the 

electricity networks in Dunedin and Central Otago, identifying any critical assets at significant risk of failure. This will 

allow interested stakeholders to better assess the appropriateness of the planned interventions and investments Aurora 

proposes to make. The two key tasks for the review, which reflects a consumer focus, are to: 

Establish an accurate and reliable assessment of the current state of the Aurora networks with particular focus on 

identified critical assets 

Having established the state of the network, determine the resulting prioritised risk to consumers.  

REVIEW APPROACH 

To meet the terms of reference for the review, WSP developed an approach based on assessing the Aurora network from 

several perspectives: 

τ Resilience: the ability of the network to withstand or recover from high impact, but very low frequency, events such 

as earthquakes 

τ Security: whether the electricity network topology provides appropriate capabilities, such as capacity, redundancy 

and switching capability, to maintain normal supply to consumers 

τ Performance: an indication of which assets and areas of the network pose the greatest risk to public safety, 

reliability of supply and the environment based on historical rates and durations of asset outages 

τ Network risk : the combination of the probability that assets may fail and the consequence of the impact to public 

safety, reliability of supply or the environment. 

Examining security and performance allowed us to focus our review of network risk on key matters. Each of these 

perspectives is discussed in detail below. The key outcome of the review is the prioritised list of network risk that Aurora 

needs to consider in their future network management plans and investments. 

The project was managed in two stages. The first stage of this project involved an assessment/gap analysis of the extent, 

reliability and suitability of existing asset data (i.e. age, condition, defect, failure data) that could be used to undertake a 

risk assessment of the network. Based on the data gaps identified, the second stage then involved scheduling of additional 

testing and inspection programs in order to close the data / knowledge gaps and enable a risk assessment to be 

undertaken.  

The key tasks undertaken across the two stages were:  

1 An investigation into the asset data available 

2 Targeted and/or random testing of the asset fleets to validate existing data and to generate new data where gaps were 

identified 

3 Desktop investigation/analysis of all compiled asset data, including both existing data sets and new data gathered 

4 Creation and population of asset risk profiles for each asset class. 

It should be noted that this report is aimed at providing the current state of the Aurora network. It does not include 

consideration on the interventions and future strategies planned by Aurora. In addition, any matters relating to Auroraôs 

performance against quality standards are excluded from the review scope. The review does not include benchmarking or 

commenting on improvement actions. 
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SUITABILITY OF ASSET DATA 

WSP undertook an assessment of Auroraôs data through a series of interviews with Subject Matter Experts (SMEs) and 

analysis of the data sets provided. We validated that the information was suitable for use and obtained additional 

information through site inspections and testing. Each asset class was given a ranking against the data requirements and 

then assigned an overall data quality score of High, Medium or Low. We identified gaps in some of the asset data and 

initiated actions to validate or improve the data for this review through on-site inspection.  

The table below shows that adequate data and information was available for the review following our inspections and 

validation. The ranking of Low for distribution cables is caused by the lack of condition data available, however, it is 

common in industry to have limited data on these assets due to their nature of being buried underground and, therefore, 

not able to be inspected. The following table shows an overview of the asset data summarised into key asset categories.  

ASSET FROM AURORA ACTION TAKEN RESULT 

Support structures Medium Site inspections to validate 

Field testing undertaken 

High 

Overhead lines ï Sub transmission Medium Drone survey undertaken 

Field measurements 

Medium 

Overhead lines ï Distribution  Medium Drone survey undertaken Medium 

Underground cables ï Sub transmission Medium No action possible Medium 

Underground cables ï Distribution Low No action possible Low 

Circuit breakers Medium Site inspections to validate Medium 

Distribution switchgear Medium Site inspections to validate Medium 

ZSS transformers High Inspection results to validate High 

Distribution transformers Medium Inspection results to validate Medium 

Protection systems Medium Site inspections to validate Medium 

 

KEY FINDINGS 

WSPôs review investigated Aurora Energyôs electricity network to assess the risks as they relate to network resilience, 

network security, network performance, and each asset class.  

NETWORK RESILIENCE 

Network resilience relates to how well the network is designed, from the perspective of the supply chain, to ensure 

continued supply following very high impact but very low frequency events, natural disasters in particular. Our 

investigation identified that Auroraôs network is subject to several very high impact events, most notably earthquakes and 

the resultant liquefaction of the ground.  

WSP found that most key assets have been installed clear of earthquake fault lines, flood zones, landslide risk zones and 

tsunamis risk areas. However, it is not possible to avoid these altogether as customers occupy these areas and require 

electricity.  
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A review of the most recent earthquakes in Christchurch found that liquefaction of the ground had the biggest impact to 

network supply as it severely damaged underground cables. Overhead lines are a lower risk as damage can be identified 

and repaired more rapidly. Dunedin is in an area that has a moderate to high liquefaction risk, and eight of the nineteen 

zone substations are supplied by radial underground sub transmission cables. Although these are dual circuits, which 

provides redundancy, they are located in the same trench and, hence, can be expected to be impacted equally by a major 

event. The cable type, ages, deteriorated condition, and installation methods means that these are the highest risk with 

respect to network resilience.  

Maintaining network operations and control is also key to maintaining a resilient network. Aurora currently has two 

control centres which normally operate separately and provide limited back up for the other. This poses a risk that a 

major event disabling one will significantly impact operational control of part of the network. This risk is being mitigated 

through Auroraôs óone networkô initiative which involved upgrading the SCADA system to enable each control room to 

control the entire network. 

NETWORK SECURITY 

Network security relates to how well the topology and design of Auroraôs network can maintain supply to consumers. 

There are two key aspects to security:  

τ The ability of Aurora to isolate a faulted part of the network and resupply customers by operating switches to 

reconfigure the network. Sufficient interconnection will minimise the number of customers experiencing long outage 

times and, hence, improve performance.  

τ The ability to take assets out of service in order to undertake maintenance, without creating a large outage area 

affecting more customers than necessary. Inability to do this means that maintenance of critical assets may be 

deferred and result in assets not being sufficiently maintained, leading to shortened serviceable life or in-service 

failure.  

WSP found that: 

τ Zone substations are generally supplied radially from the Grid Exit Points, but by double circuits, so there is an 

adequate level of redundancy. 

τ Urban feeders generally have good levels of interconnection with adjacent feeders to be able to transfer load, 

however, some parts are radial with no interconnection. These arrangements do not appear different to most other 

electricity businesses. 

τ Long rural feeders normally have limited ability to enable resupply via switching, and this is reflected in the security 

and performance standards set for those feeders. We found that the topology of Auroraôs network was appropriate 

for its geographical location and distribution of customers. To mitigate the risk of a prolonged outage should a single 

transformer zone substation fail, Aurora has a mobile transformer that can be deployed to restore supply quickly.  

NETWORK PERFORMANCE 

The long-term network performance was analysed to identify any assets that are displaying an increasing trend in the 

number of outages. Our assessment was not against performance standards but to identify where risk to the network was 

materialising.  

We found that overhead conductors, poles and crossarm assets were causing more than 50% of the network outages that 

were attributed to asset deterioration. There was an upward failure trend evident, although it has ameliorated in the most 

recent year, likely as a result of the accelerated pole program.  

The analysis identified the following critical assets: 

τ Poles: an accelerated pole program has slowed a declining performance trend that started in 2013. The current state 

of poles still appears to be in poor condition, indicating there is an elevated level of risk with this fleet 

τ Pole top structures: highly related to pole performance with respect to reliability 
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τ Overhead conductor (all voltages): demonstrated to have declining performance based on defects relative to other 

assets and can pose a high risk to the public when it fails if protection systems do not operate as intended 

τ Protection systems: our analysis of outages demonstrated instances when protection systems did not operate and, 

therefore, did not mitigate the public safety risk as intended. 

Safety performance of the network was generally found to be appropriate, except for risks associated with protection 

systems. Data obtained from the safety registers identified 35 incidents in the period 2015 ï 2018 where a conductor fell 

to the ground and remained live. We identified that: 

τ some were on the LV network, with protection by a fuse that did not react to the fault 

τ some were due to a high impedance HV fault, where a back feed from the energised network circumvents the proper 

operation of the protection relays 

τ an estimated 15 faults should have been detected by the protection relays.  

Our detailed review of the protection systems supports that there is an issue with appropriate functioning of the older 

fleet of electromechanical protection relays. 

NETWORK RISK 

Overall, most assets pose a small risk to public safety, reliability or the environment. The risks posed by these assets are 

no greater than WSP has observed in other networks in New Zealand and internationally.  

WSP found some exceptions: 

τ Protection system assets: these assets are used to detect a failure that results in a flow of electrical current that is 

larger than normal or a flow to ground (earth faults). Many of these assets are beyond their nominal life, employ 

obsolete technology and maintenance is incomplete. Five types of electromechanical relays are now an obsolete 

technology and are consistently losing calibration between maintenance cycles. These relays are used for earth fault 

and over-current detection. The failure of these relays to operate as intended has resulted in live conductors on the 

ground not being detected and de-energised. Most observed instances, where earth faults were not isolated, were 

found to involve the identified relay types or older electromechanical relays more generally. This supports they are at 

the end of their serviceable lives. Protection system assets pose a significant safety risk and should be prioritised. 

τ Zone substation circuit breakers: these assets are used to switch the network and are opened by protection systems 

to isolate faults on the network. The inspection, testing and maintenance of these assets is incomplete. The 

technology and specific models installed also pose an increased risk. Some oil insulated zone substation circuit 

breakers were found to present an elevated risk to the network with respect to network reliability and the safety of 

field crews due to their potential failure mode through arc fault and fire. Many of the specific types of circuit breaker 

in-service on the Aurora network have been identified in the electricity industry as having an elevated risk of failure 

τ Zone substation transformers: these assets are located at bulk supply points (zone substations) and used to 

transform voltage from the high voltage used on the sub transmission network to the medium voltages used on the 

distribution network. The transformers at two zone substations are in poor condition, although we note that one is 

currently in the process of being decommissioned. Additionally, transformer tap changers are showing signs of 

deterioration and some are behind their maintenance schedule, increasing risk of an outage on the associated 

transformers. 

τ Support structures: these assets consist of the poles, crossarms and insulators that are used to support conductors. 

The pole inspection program has recently been improved but has not identified all poles that are in poor condition as 

it has not yet covered the whole network. Crossarms are not inspected adequately and many are in poor condition. 

Some are categorised as high risk due to their location relative to population and probability of failure. Note that 

while our analysis focuses on a whole of fleet assessment and will identify expected quantities, individual assets 

requiring remediation will be identified through Auroraôs normal inspection and testing program. 
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τ Distribution switchgear: these assets are used to switch the distribution network. A significant number are defective 

and inhibit normal operation of the network, which can lengthen outages experienced by customers and impact the 

reliability performance of the network. Some models have identified issues which present a safety risk, 

predominately for field crews. A significant portion of the ring main unit type switchgear inspected (40%) have oil 

leaks. Batteries in circuit reclosers do not have a regular replacement scheme. This poses risk that the reclosers may 

not operate when required. 

We used Auroraôs risk management approach to classify the identified risks. The chart below shows the result. 

 

Overall, we found a high number of risks in the ñRedò category, indicating network risk has not been reduced to as low 

as reasonably practical.  

A prioritised list of risks has been developed to provide guidance on where Aurora should focus their attention in 

maintaining the safety and reliability of the network.  
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1 PROJECT CONTEXT 
WSP has been engaged by Aurora Energy (Aurora) to determine the state of their electricity distribution networks in 

Dunedin and Central Otago. The purpose of this engagement is to identify the levels of risk on the network and 

specifically identify any critical network assets that are at significant risk of failure.  

WSP entered a tripartite agreement with the Commerce Commission and Aurora to ensure an independent review and to 

assist the Commission on matters relevant to the review within WSPôs area of expertise. The Commission reviewed the 

scope of work and commented on the draft and final reports.  

To provide the project context, this section sets out the background that led to the initiation of this project, the objective 

and scope of the project, the methodology and approach undertaken, and the structure of this report.  

1.1 OBJECTIVE 

The objective of the project is to undertake an independent risk assessment of the Dunedin and Central Otago electricity 

distribution networks owned and operated by Aurora Energy. The risk assessment is to be undertaken with a consumer 

focus, with explicit regard given to: 

τ public safety  

τ reliability  

τ resilience  

τ environmental risk  

τ post-fault restoration times. 

The output of the project is to establish an accurate and reliable risk profile for the current state of the Aurora networks, 

within the bounds of accuracy of the sampling method, and with a particular focus on the identified critical assets. The 

resulting prioritised risk to consumers will then be determined from this assessment. 

Based on the agreed approach which includes the use of asset inspection by sampling a portion of the population and 

extrapolation across the remainder of the fleet, it is probable that specific assets in poor condition may not be identified. 

The intent of this assessment is to understand the situation of the entire fleet of assets in an efficient manner to enable 

Aurora to most efficiently prioritise their maintenance and replacement activities where needed. The purpose is not to 

necessarily identify each individual asset ï that is the role of the recurrent inspection and testing tasks of the field crews 

in business as usual operations. 

1.2 PROJECT SCOPE 

Key aspects of the review include: 

τ identifying Auroraôs critical assets and their underlying physical condition 

τ assessment of Auroraôs understanding of the performance and health of its assets (in the absence of hard evidence 

what assumptions / judgment is being applied) 

τ identification of potential and probable failure modes, and the underlying potential consequences of failure 

τ assessment of the extent to which the network assets are constructed to appropriate design standards, taking into 

account: 

τ the past and current design standards applied by Aurora 
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τ the specific location and environment of the assets 

τ the impact of asset deterioration. 

τ consideration of the extent to which network topology mitigates (or otherwise) the risk of service failure in 

significant urban areas of the network, and in rural zones: 

τ underlying security of supply standard 

τ areas where security of supply standard is exceeded 

τ areas where security of supply standard is not being met 

τ emerging capacity constraints 

τ locations where changing land use is driving a need to convert infrastructure historically designed for rural use, 

to urban levels of resilience and reliability. 

τ estimate the overall risk profile for the Aurora networks. 

The two key deliverables of the review are: 

τ establishment of an accurate and reliable assessment of the current state of the Aurora networks with a particular 

focus on identified critical assets 

τ having established the state of the network, determine the resulting prioritised risk to consumers. 

This risk assessment is undertaken within the context of a consumer focus as described in section 1.1.  

1.3 EXCLUSIONS FROM SCOPE 

Not all of Auroraôs assets were included in the scope for the review. Assets excluded comprise non-network assets 

(such as vehicles), capacitor banks, ripple control, disconnector/earth switch, surge arrestors, and buildings 

It should be noted that this report is aimed at providing an assessment of the current state of the Aurora electricity 

network. It does not include consideration on the interventions and future strategies planned by Aurora. In addition, any 

matters relating to Auroraôs historical performance against quality standards, benchmarking against other network service 

providers or the performance of individuals, are excluded from the scope. Indirect matters, such as Auroraôs engineering 

capability are also excluded. 

1.4 APPROACH AND METHODOLOGY 

This project has been undertaken in two stages. The first stage undertook a high-level review of the asset data held by 

Aurora. The second stage validated the data, undertook field inspections and testing to fill identified gaps, and used the 

available data to assess the network risk. 

WSP used the following high-level approach: 

Task 1: Data Review 

For the assessment of asset data, WSP reviewed the following to determine data gaps: 

τ format/availability of data (i.e. paper records or data base), including the usability of data in its current format 

τ completeness of data in databases, accuracy and consistency of the data (i.e. check for obvious errors, which may 

include some limited visual inspections of nearby assets as sample testing for data accuracy) 

τ maintenance records availability, again with check for accuracy and completeness. 
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We also undertook interviews with staff to assess their understanding of the asset data and how it was collected. The 

interviews focused on discussing asset attribute data, condition data and performance information, as well as the process 

used to gather and validate the information. The combination of the data assessment and staff interviews allowed us to 

identify missing information. Further description on the data review approach is set out in section 3. 

Task 2: Asset testing / data validation 

This involved the development of an inspection and testing program to gather new data to fill gaps or to validate the 

practices undertaken by the field crews. This validation was to ensure procedures were followed and the data gathered 

from site was accurately sent back to Aurora (via mobile device or paper records). Further description on the data 

validation approach is set out in section 3.5 and then in the individual asset classes later in the report. 

Task 3: Analysis of compiled asset data 

The desktop analysis of asset data was done at two levels, firstly from a whole of network viewpoint to look for trends in 

network performance, including reliability trends and defects trends and also to assess any particular areas of concern 

related to the overall network resilience. Following this network viewpoint, each individual asset class was analysed to 

assess failure modes, performance, inspection / testing regimes and condition.  

Task 4: Considerations of asset and network design 

As well as looking at the asset data and asset condition, WSP considered the design standards that had been applied by 

Aurora in the context of the location and environment of the assets and the impact of asset deterioration. In addition, 

WSP considered the extent to which network topology mitigates the risk of service failure in significant urban areas of 

the network and in rural zones. This was done through assessment against Auroraôs security of supply standard, 

specifically identifying areas where this standard is not being met or has emerging capacity constraints. 

Task 5: Development of risk profile 

The final task involved using the asset data to create the risk profile for the individual asset categories. This involved 

consideration of public safety, reliability and the environment to identify the risks associated with each asset class and 

each area of the network. Not every asset was inspected or reviewed, but sufficient data collected to enable a risk profile 

to be developed for each asset category. 

Where possible, we have undertaken quantitative analysis to quantify the risk as a financial value or as an index to enable 

ranking of risk at a more granular level (whereas a qualitative or matrix approach could allocate the same risk value to a 

multitude of assets reducing the ability to prioritise and target risk). However, for some analysis, the risk assessment is 

qualitative due to either the availability of data, or the type of risk being discussed. 

1.5 STRUCTURE OF THE REPORT 

This report is structured to provide a view of the network from a high level before discussing individual asset risk. The 

report sets out the definitions used in the report, our analysis and findings, and the prioritised risk to consumers.  

Section 2: Overview of Auroraôs network 

Section 3: Asset data 

Section 4: Network risk 

Section 5: Network resilience 

Section 6: Network security 

Section 7: Network performance  

Section 8: Support structures 
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Section 9: Distribution switchgear 

Section 10: Distribution transformers 

Section 11: Overhead lines ï sub transmission 

Section 12: Overhead lines ï distribution 

Section 13: Underground cables ï sub transmission 

Section 14: Underground cables ï distribution 

Section 15: ZSS Transformers 

Section 16: ZSS Circuit breakers 

Section 17: Protection systems 

Section 18: Conclusions 
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2 OVERVIEW OF AURORAôS 

NETWORK  
Aurora Energy, is an electricity distribution business formed in 2003 as a wholly owned subsidiary of Dunedin City 

Holdings Limited. It is predominantly focused on the distribution of electricity for two large separate regions of the South 

Island ï Dunedin and Central Otago. 

 

 

 

 

 

 

Central: predominantly rural, lower population density 

 

 

Dunedin: predominantly urban, higher population 

density 

 

 

Source: Aurora AMP 2018 

Auroraôs network is fed from Grid Exit Points from Transpowerôs transmission network. Aurora Energyôs network is 

hierarchical in nature, with lines and cables operating at three distinct voltage ranges: 

τ Sub transmission ï mostly 33kV but also 66kV 

τ Distribution ï mostly 11kV in Central Otago and 6.6kV in Dunedin 

τ Low Voltage (LV) ï 230V single phase or 400V three phase. 

 

Electricity from high voltage circuits (lines and cables) is transformed, at numerous zone substations, to lower voltage 

circuits that each serve anywhere between one and a few hundred customers. Often the transformation in voltage is 33kV 

to 11kV; although in Wanaka, the conversion is from 66kV to 11kV, and then to the 400/230 volts used in homes and 

businesses. 
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The key asset classes considered in this review are: 

τ Support structures, including poles and the crossarms and insulators that are affixed to poles 

τ Overhead lines and underground cables 

τ Switchgear and circuit breakers that are used to switch and isolate parts of the network 

τ Transformers that are used to transform voltages from a high voltage to a lower voltage 

τ Protection systems that detect a failure of the network that results in a flow of electrical current that is larger than 

normal or a flow to ground.  
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3 ASSET DATA 
Reliable and complete asset data is required to effectively manage a large asset fleet. Asset data enables asset managers 

to understand the composition of an asset fleet, how it is performing against performance indicators, to identify emerging 

trends and risks, and how they can be mitigated. 

The data required falls into three categories: 

τ Asset attributes: this includes basic asset information including the make, model, materials, ratings, age and 

location. This data provides understanding of the segments of the asset fleet and allows monitoring of similar asset 

classes. 

τ Condition and defect data: this includes the testing and inspection results of assets, a history of the types and 

numbers of defects identified, and any failures to operate as intended for the asset type. 

τ Performance data: this includes how well the asset is performing its intended function against established criteria. 

Commonly this includes reliability metrics (SAIDI, SAIFI, customer minutes off supply), public safety and 

environmental requirements. 

The use of these data sets enables asset managers to assess the probability and consequence of an asset failure using a 

range of techniques. Unreliable or incomplete data reduces the insight that can be gained and limits the analytical 

techniques that can be applied. 

WSP undertook an assessment of Auroraôs data through a series of interviews with SMEs and analysis of the data sets 

provided. We identified several areas where asset data was not available, not as complete or where data was not reliably 

collected or stored in a useful format. Our assessment considered the level of data accuracy and completeness that would 

be expected for each asset class based on how they are managed by Aurora and common industry practice. 

The following sections describe the key elements of the asset data and systems used to gather and store the data.  

3.1 ASSET DATA SYSTEMS 

The key systems used by Aurora for managing and storing asset data are set out in Table 3.1: 

Table 3.1 Asset data systems used by Aurora 

SYSTEM TYPE OF INFORMATION 

ARC FM/ArcGIS (ESRI Software) Geo-spatial information 

SAP Financial data (not used for asset data) 

Outage Management System (OMS) Outage data 

Internal business network folders Scanned PDF reports and defect data 

Power BI Data analysis tool 

Protection Settings Database Protection relay makes and models, settings and dates 

Structured Lines Data collection application for poles inspections 

Survey 123 Mobile app development platform 

Xivic  Legacy database for asset inspection 

AMData database SQL Server based asset data repository (developed in-house)  
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The process that has been established for managing the Structured Lines data provides good functionality for recording 

data, analysing the information and enabling asset management decisions to be undertaken.  

Data analysis tools (such as PowerBI) are being used to good effect to obtain useful insights into the assets. The 

development and maintenance of the system is reliant on only one or two people in the business which introduces a key 

person risk for ongoing asset management processes. 

3.2 ASSET ATTRIBUTES 

Asset attributes have in general been captured in GIS. While this has been made to work for many assets, there is no link 

to financial data and or any functional workflow and maintenance management systems incorporated into the software. 

This limits the functionality of the asset management system. 

The accuracy of the information was found to vary dependant on the asset type. Refer to Table 3.3 for our assessment on 

the accuracy of attribute information against each asset class.  

Our assessment of the reliability of the data included assessing the completeness of the attributes for the fleet, how well 

and consistently the entries were made in each column and consistency of data between different data sources. We found 

that a consistent unique identifier per asset is not implemented, making it difficult to work with and manage the data 

efficiently and creating uncertainty that all assets have been accounted for. 

In general, WSP would have expected better data for some of the asset types such as zone substation assets that have low 

volumes on the network. However, the data on the distribution assets was not too dissimilar in accuracy and 

completeness when compared to other electricity distribution providers. In some cases, it was of lower quality, such as 

for distribution switchgear, and in others it was more complete, such as for poles.  

3.3 CONDITION AND DEFECT DATA 

Similar to the asset attributes data, the quality and reliability of the condition and defect data depends on the asset class. 

On a general level it was found that defects have not been captured well, with reports not well organised and difficult to 

extract useful information for trending the fleet performance.  

Issues included inconsistency of formats for capturing defects data over time, inconsistent naming conventions and 

different groupings of reports, both within folders and within individual scanned PDFs (i.e. a mixture of general site 

inspection, battery testing and circuit breaker maintenance compiled into one document). This made it difficult to find 

defect data and to identify systemic issues.  

The dates on the inspection and testing sheets indicated the inspections were not undertaken on a consistent periodic 

basis. The time between inspections varied within asset classes.  

The condition data collection process has historically been very manual, although we note that Aurora is currently in the 

process of developing a suite of mobile applications that they are rolling out into the field rapidly. This will enable ï and 

enforce ï consistent collection of data that can be automatically transferred into the asset databases to improve reports. 

This is a good example of how Aurora is engaging with modern technology to improve management of their network. 

3.4 PERFORMANCE DATA 

Network performance data was predominately captured in the outage management system. Data entry into the database 

was a manual process and only quality reviewed consistently in Dunedin. However, the process is audited annually and 

there are a low number of outages each day which minimises any problems with manual data entry errors. It is also 

acknowledged that the practices have improved with the establishment of the new SCADA system using General 
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Electricôs PowerOn Fusion, where the data capture will be automatic for all telemetered and HV in-field switchable 

devices.  

The process of reporting outages is to allocate the outage location to the nearest distribution transformer. This has the 

effect of reducing visibility of locational issues, such as from vegetation, or being able to consistently identify a specific 

asset type that is causing outages. 

3.5 DATA GATHERING AND VALIDATION 

WSP has undertaken data validation activities in field to gain confidence in the accuracy of the information and data 

captured by Aurora. The level of field validation undertaken was dependent on our initial assessment of the asset data 

quality as described in section 3 and the criticality of the asset in regard to its potential impact on safety, reliability and 

the environment. 

Based on the initial data assessment, the activities reflected in Table 3.2 were undertaken.  

Table 3.2 Field validation approaches 

DATA 

QUALITY 
FIELD VALIDATION CHECKS MADE APPLICABLE ASSETS 

High / 

Medium 

Audits of Aurora led 

tests / maintenance 

procedures 

Independent visual 

inspection 

Testing in accordance with testing 

procedures and training provided. 

Consistency in testing across different 

testing staff or crews. 

Correct capture of data. 

Supporting structures - poles 

Zone substations ï all subclasses 

Overhead lines ï sub transmission 

Medium /  

Low 

Independent 

inspections of assets 

Condition assessment of critical 

components / features 

Supporting structures ï crossarms and 

related hardware 

Distribution switchgear ï ACR and 

ABS 

Overhead lines ï distribution 

Any Limited field 

validation 

Ad hoc checks made during other 

inspection activities 

Underground cables 

Distribution Transformers 

 

Limitations of field val idation work:  

For some asset classes, such as underground cables and metal enclosed switchgear, inspections were unable to be 

performed due to inaccessibility of the assets, as inspections or tests would require significant network outages. 

Additionally, for some asset classes, the ability to witness asset tests or inspections was restricted by Auroraôs 

maintenance programme. This was the case for the zone substation inspections which are only carried out once every 

four years per substation and can require significant planned outages on the network, limiting flexibility with timing and 

zone substations inspected. 

The specific limitations of the field validation work undertaken on each asset class is set out in the specific asset sections 

presented later in this report. 

Approach to sampling 

In undertaking field work validation, WSP applied a sampling approach to gathering the asset information for those 

assets with a large population (poles, distribution switchgear, etc). A sampling approach was required due to the costs 



 

 

 
 

 
Project No PS109832 
Independent review of electricity networks 
Final report 
Aurora Energy 

WSP 
 

Page 10 
 

and timeframes that would be required to view all the network assets. The sampling approach allowed for an efficient 

process to be undertaken to improve confidence in asset information, whilst ensuring sufficient effort is allocated to the 

assets, based on their risk profiles. 

The sampling approach uses statistical analysis to calculate a sample size based on the óConfidence Levelô and the 

óMargin of Errorô required. For details on the sampling calculation, refer to Appendix A. As part of the calculation to 

determine the suitable sample size, asset classes were broken into segments. As an example, those assets in more critical 

areas (i.e. where there is a high risk to public safety) were segmented from those in less critical areas. For other assets, 

segments may have been based on the location of the assets to account for different environmental conditions 

(e.g. Dunedin inland vs Dunedin coastal). By segmenting the assets, we were able to improve the targeting of our 

sampling and focus on those areas of highest concern to safety, reliability or the environment.  

For those assets with small populations, such as zone substations and protection systems, WSPôs approach to sampling 

was not based on a statistical sampling approach. Instead we verified data in areas where there have been particular issues 

or where assets are in known growth areas or likely to have changed network conditions such as fault levels. The specific 

approach taken to sampling is described under each asset class as presented later in this report. 

 

3.6 SUMMARY OF DATA ASSESSMENT 

Table 3.3 provides a summary of the assessment of asset data against the three data requirements of attributes, condition 

and performance data for each asset class.  

Rankings are shown as: 

 High: the data is sufficiently complete and can be relied upon. It is suitable for the management of the asset type. 

 Medium: there are gaps in the data but it may be appropriate for use, likely validation is required 

 
Low: the data is materially incomplete and limits the analysis that can be undertake or creates uncertainty in the 

results  

Each criteria was ranked with the óoverallô data quality result reflecting the predominant assessment for the asset class. 

This was a semi-qualitative assessment based on discussions with the subject matter expert, analysis of data sets provided 

and our experience in the industry. The amount and reliability of the data was considered with respect to each type of 

asset and normal approaches to asset management for that asset.  

Table 3.3 Summary of initial data quality by asset class  

ASSET CLASS SUB CLASS ATTRIBUTES CONDITION PERFORMANCE 
OVERALL DATA 

QUALITY 

Support structures ï 

Poles  

Structured Lines 

inspection approach     

Historical inspection 

approaches     

Support structures ï  

Other  

Crossarms and 

insulators     

Distribution switchgear ï 

Ground-mounted   

RMU     

Switches     
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ASSET CLASS SUB CLASS ATTRIBUTES CONDITION PERFORMANCE 
OVERALL DATA 

QUALITY 

Distribution switchgear - 

Pole-mounted  

Fuses     

Switches     

Reclosers     

Sectionalisers     

Distribution transformers 

Ground-mounted     

Pole-mounted     

Voltage Regulators     

Overhead lines ï  

Sub transmission 
Al l types 

    

Overhead lines ï 

Distribution  

HV     

LV     

Underground cables ï 

Sub transmission 

PILC  
    

Oil insulated     

Gas insulated     

XLPE     

Underground cables ï 

Distribution  

HV cables1     

LV cables1     

Cast Iron Potheads     

Zone substation ï 

Transformers  

Transformers 
    

Tap changers     

Bushings     

Bunding     

Zone substation ï  

Circuit breakers 
All  types 

    

Zone substation ï 

Protection  

Protection relays 
    

Setting information  not applicable not applicable  

Battery banks and 

chargers     

Instrument transformers     

SCADA     

(1) Although the condition and/or performance data is assessed as a óredô, the overall data quality is a óyellowô as condition and 

performance data is not generally kept on these assets in the electricity industry. 
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Where data was found to be insufficient for this review, WSP sought to improve it through site inspection, examination 

of records etc. The final assessment of data quality for each key asset class is shown in Table 3.4. 

Table 3.4 Final data quality for key assets 

ASSET FROM AURORA ACTION TAKEN RESULT 

Support structures Medium Site inspections to validate 

Field testing undertaken 

High 

Overhead lines ï Sub transmission Medium Drone survey undertaken 

Field measurements 

Medium 

Overhead lines ï Distribution  Medium Drone survey undertaken Medium 

Underground cables ï Sub transmission Medium No action possible Medium 

Underground cables ï Distribution Low No action possible Low 

Circuit breakers Medium Site inspections to validate Medium 

Distribution switchgear Medium Site inspections to validate Medium 

ZSS transformers High Inspection results to validate High 

Distribution transformers Medium Inspection results to validate Medium 

Protection systems Medium Site inspections to validate Medium 

 

All data was found to be suitable for our review, except for Underground Cables ï Distribution, where attribute data is 

held in paper drawing records and, hence, not readily accessible and condition data was not available. We note that this is 

not uncommon across the industry, given that the asset is buried. This is discussed further in section 14.1. 
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4 NETWORK RISK 
The key output of this independent assessment is a prioritised list of risks on the network. To enable this to be done, WSP 

was required to assess the relative risks of the different assets classes. This section defines what is meant by network risk 

and then sets out the approach taken for calculating the network risk to enable comparison across fleets and prioritisation. 

The specific details of the approach taken for each asset class are set out in the individual asset class sections 8 to 17.  

It should be noted that the network resilience, or in other words the networks ability to recover from significant events 

such as earthquakes and severe storms, has been dealt with separately from the asset risk and is detailed in section 5. 

4.1 OVERVIEW 

Our assessment is required to consider the risk posed by each asset class to identify where Aurora should focus their 

efforts for mitigating the network risk to ensure network safety and reliability and to minimise the impact of network 

assets on the environment.  

4.1.1 DEFINITION OF RISK 

Risk is defined as the probability of an event multiplied by the consequence of that event for each failure mode. This can 

be written as a formula: 

ὙὭίὯ ὖὶέὦὥὦὭὰὭὸώ έὪ ὪὥὭὰόὶὩ ὼ ὅέὲίὩήόὩὲὧὩ έὪ ὪὥὭὰόὶὩ

  

 

Where: 

τ probability of failure is either a calculated quantitative probability or an assessment of asset condition as a proxy for 

probability when the data does not enable a quantitative assessment. 

τ consequence of failure is either the calculated value of the asset failure or the criticality of the asset based on the 

importance of the asset to network safety or operation. 

4.1.2 OUR APPROACH TO RISK ASSESSMENT  

All risks assessed in our review are associated with the failure of an asset. Our assessment of the asset risk, according to 

the consequence of failure and quantified probability of failure, was based on the asset type, our assessment of existing 

data and the additional data we gathered. We have applied the most appropriate approach to assessing asset risk for each 

asset class and type of risk. The reasoning for these choices is discussed below. We also outline our approach to any 

existing operational controls. 

PROBABILITY OF FAILURE 

For most assets, the probability of failure can be quantified using data from asset failures as well as the data on assets that 

have been replaced due to assessment as being at the end of their serviceable life (prior to failure). Analysis of the data 

enables calculation of the probability of failure based on asset attributes and condition information. 

Where data is not available to calculate quantified risk, an asset health index has been used as a proxy for probability. 

The health of the asset is a good indicator of how well it is likely to perform its function. The calculation of the health 

index has been determined with consideration to the method set out in the EEA Asset Health Indicator guide1. The asset 

health risk approach was used for 1 of the 11 asset classes we reviewed. 

                                                           

 
1  Electricity Engineersô Association, Asset Health Indicator (AHI) Guide, Revision 1, January 2016 
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CONSEQUENCE OF FAILURE 

The consequence of failure is a quantitative assessment of the outcome of an asset failure.  

In order to establish a prioritised list of asset risks, we have considered the potential impact of each asset failure. This 

involves assigning the highest consequence that could occur, given the failure mode of the specific asset class, so that it 

can be allocated an appropriate ranking relative to other assets. This approach provides comparability across asset 

classes. We note that this approach is different to establishing risk at a network level, as summing individual risks does 

not allow for the diversity in consequences that may occur when considering multiple asset failures. 

WSP has considered three main consequences of asset failure ï public safety, reliability (calculated as energy at risk) and 

environment. The approach taken to assess the consequence of failure of an asset is influenced by the nature of the asset, 

and whether it is above ground, underground or in a secure compound.  

We have used a quantitative approach to assessing the consequences relating to reliability (based on value of lost load) 

and public safety (based on a safety index). A qualitative approach has been used for consequences relating to 

environment (based on historical information). 

EXISTING RISK MITIGATION CONTROLS 

It is important to note we have taken an asset focused approach to assessing the safety risk. This means we have not 

considered any operational controls that have been, or could be, put in place to mitigate the risk. While this approach may 

overstate risk in some instances, it enables Aurora to assess whether these can be mitigated or reduced through current or 

new risk control measures. We have not undertaken a review of the effectiveness or consistency of implementation of 

operational controls. 

4.1.3 VISUALISING RISK 

To display the level of risk for different types of assets, both high-volume assets such as poles and low-volume assets 

such as ZSS transformers across different risk types, we have used a standard form of risk assessment as described in 

AS/NZS 31000. It provides a simple view of relative scales of risk and it is the approach used by Aurora, hence it can be 

easily understood and applied in their normal business practices. 

Table 4.1shows an example of the risk matrix approach as set out in AS/NZS 31000, with the overall risk ranking based 

on the probability of asset failure and the consequence/criticality. Five categories are used for both probability of failure 

and consequence/criticality with the ultimate result being a ranking of risk as depicted by the coloured boxes from 

insignificant to very high. The values A, B and C are the number of assets with that risk category, i.e. óAô assets have a 

moderate risk and óBô assets have a very high risk. Further detail on how the probability of failure and consequence are 

mapped to the matrix is provided in sections 4.2.3 and 4.3.4 respectively. These sections describe how the approach to 

ranking provides a suitable comparison between risk types and asset fleets. 

Table 4.1  Auroraôs risk matrix  
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4.1.4 INTERPRETING THE MATRICES 

The risk matrices we have developed in our approach are intended to only provide the comparative risk between the 

different asset classes, and not an absolute risk. The method used to identify risk has been undertaken on a consistent 

basis across all asset classes so that the outcomes would be comparative and enable Aurora to most effectively manage 

the network.  

As an example, Table 4.1 shows items A, B and C in different risk categories. In interpreting these categories, it should 

be read: 

τ that item A has a comparatively higher probability of failure compared to item C, but the same consequence when it 

fails 

τ that item B has a comparatively higher consequence when it fails compared to item A, but the same probability of 

failure. 

Item B has a very high risk. Where this is a safety risk, it should not be interpreted that item B will result in serious 

public injury as there are several events that must align for the risk to materialise. Broadly, the events that must occur 

include a) the failure of an asset, b) for the failure mode to be one which poses a risk to the public, and c) for a member 

of the public or staff to be present at the time of failure. To assess each of these events in a deterministic manner requires 

a number of assumptions to be made, which can result in the assessments not being comparable between asset classes and 

difficulty in extrapolation across an entire fleet of assets. Further, it generally results in low probabilities with the effect 

of grouping all assets into the same risk category, which does not enable differentiation between assets for the purpose of 

prioritisation.  

Item B should be interpreted as the failure of this asset has the potential to cause a serious public safety or reliability of 

supply risk. As each asset with this level of potential could result in a serious consequence, each asset is assigned the 

same serious consequence. In practice, not all assets will fail in a manner that has the potential to cause the highest 

consequence and, hence, the asset risk represented by item B cannot be summed with other asset risks to obtain a network 

wide risk.  

Importantly, we have considered Auroraôs normal working practices when assessing the consequences but have not 

considered the operation of safety on the network, or specific safety practices employed by Aurora staff and contractors 

in response to the known risks. 

The approach we have adopted, of using a comparative or relative ranking for the consequence, means that we can 

provide a prioritised list of asset risks that has reasonable granularity. We can use and rely on the available asset data that 

we have gathered and / or verified and minimise the assumptions made. All asset classes across both network regions can 

be treated with the same method of assessment and using the same relative risk scoring approach.  This ensures that the 

results are comparable between the asset classes. 

4.2 ASSESSING PROBABILITY OF FAILURE 

This section describes the methods used to calculate the probability of failure. 

4.2.1 QUANTITATIVE MODELLING APPROACH  

The quantitative modelling techniques are summarised below and further details of these techniques are provided in 

Appendix D. 

Weibull survivor curve:  The Weibull distribution is commonly used in asset management in the electricity industry for 

forecasting the replacement needs of assets. It provides a distribution of probability of failure (or Weibull probability) 

against the asset age. The distribution curve (or chart shape) reflects low failure rates during the early stages of an assets 

life which then increases as the assets age. The distribution curve is derived based on historical replacement data for a 
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particular asset class or sub asset class where data is available. The two key parameters in describing the Weibull 

distribution are the characteristic age (also called the scale factor) and the shape factor. The conditional probability is 

calculated to provide the incremental probability of an asset reaching its end of life from year to year. This enables us to 

identify the volumes expected to fail and determine network risk at a fleet level based on asset ages.  

Advanced techniques: Advanced techniques use statistical and machine learning models, such as linear regression and 

neural networks, to examine relationships between different asset characteristics to determine the probability of failure of 

an asset and provide a predicative forecast. It involves assessment of multiple variables (for example, timber strength of 

poles, age, location) to ultimately determine a relationship from the characteristic to the remaining life of the asset or the 

degree of degradation. Machine learning techniques require large data sets to establish the algorithm before it can be 

applied for forecasting. 

Pro-rata/statistical allocation of condition based on recent test data: This approach uses a pro-rata allocation based 

on the known asset condition determined by the inspection process which is then extrapolated across the fleet. The 

statistical basis identifies the margin of error of the data sample and is used to determine if the data sample provides a 

reasonably accurate representation of the fleet. It is used where there is accurate and up to date information on a number 

of assets in a population, or where field testing has been undertaken to gathering new data (rather than validating existing 

data). It cannot identify the expected risk on an individual asset but can provide an estimate of the percentage of the 

population expected to be within a condition category. 

Where field validation work undertaken by WSP was found to be in general agreement with data captured by Aurora, the 

data captured by Aurora was used in the probability of failure assessment. In the case that field validation work picked up 

on inconsistencies of asset information or provided new asset information, then the new information was incorporated 

into the probability of failure assessment. The approach to incorporating field work into risk assessments is described in 

the individual asset class sections presented later in this report. 

Once calculated, the probability of failure was grouped into five categories as set out in Table 4.2. 

4.2.2 QUALITATIVE ASSESSMEMT 

The qualitative assessment approach to determining the probability of failure assesses defects and failures that have 

occurred on the network and takes into account the individual assets age, make and model, and experiences from other 

businesses with the same or similar assets. As part of the qualitative assessment, the asset health index, as determined by 

the asset age relative to its expected nominal life, has been considered.  

Following detailed assessment of all asset data available to establish patterns in the asset performance and any other 

information, such as issues with maintenance and industry wide type issues, WSP formed a view about the likely 

condition of the asset type and determined a probability of failure based on the five categories set out in Table 4.2.  

4.2.3 MAPPING PROBABILITY TO THE MATRIX 

To ensure comparability with the Aurora risk approach, we have adopted the same rankings as used by Aurora as detailed 

in its 2018 AMP. Table 4.2 sets out how WSP has mapped a quantitative assessment of the probability of failure to align 

with the categories set out in Auroraôs matrix.  

Table 4.2 WSP Probability of Failure Ranking 

RANKING DESCRIPTION QUALITATIVE ASSET HEALTH INDEX QUANTITATIVE 

5 Almost certain Happened in last year in location >100% nominal life 40% to 100% 

4 Likely Happened in last year in company 90% to 100% nominal life 10% to 40% 

3 Possible Happened in last year in industry 80% to 90% nominal life 1% to 10% 

2 Unlikely Heard of in industry 50% to 80% nominal life 0.2% to 1% 
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RANKING DESCRIPTION QUALITATIVE ASSET HEALTH INDEX QUANTITATIVE 

1 Rare Unheard of in industry 0% to 50% nominal life 0% to 0.2% 

4.3 ASSESSING CONSEQUENCE OF FAILURE 

The following sections discuss our general approach to assessing the three types of consequence considered ï public 

safety, reliability and environment. 

4.3.1 SAFETY 

When assessing public safety risk, we have used asset criticality as a relative measure of risk rather than using an 

absolute measure of risk. The application of this approach for distribution assets and for ZSS assets is set out below. 

DISTRIBUTION ASSETS  

Assets that are above ground in publicly accessible locations can pose a risk to public safety. The assets that fall into this 

category include: 

τ support structures (poles, crossarms, insulators and the top section of poles) 

τ overhead conductors  

τ distribution switches and distribution transformers 

τ other pole and ground mounted assets. 

Protection systems are located in zone substations but their impact is on public safety in the distribution network. 

Therefore, their risk has been modelled based on the same approach as distribution assets. 

Sub transmission support structures and overhead conductors are also located in publicly accessible locations and can 

pose a risk to public safety. Therefore, their risk has been modelled based on the same approach as distribution assets. 

Population density 

The physical location of the assets is a significant contributor to the criticality of an asset to public safety. Assets that are 

located in areas with a higher population density will have a higher probability of a person being in close proximity when 

it fails. Hence, the population density at an assetôs location is an appropriate proxy for the criticality of an asset and is a 

consistent and independent measure across all asset types. 

Our assessment considered population density based on population data obtained from the 2013 census. The data 

provides the usually resident number of people down to the level of residential dwellings. The data is used as a GIS layer 

that provided a contour map of population density as shown in Figure 4.1. Increases in population due to tourism have 

not been explicitly taken into account due to a lack of available information, although such increases should mirror local 

population to some extent. We also acknowledge that some residential growth areas will not be fully reflected in the 2013 

data set, however, we consider that those areas are not material in area of the network and are likely to have newer assets 

if they have been established since 2013 and, therefore, their exclusion from the analysis will not have a material impact 

on the outcome. 

As the population density is used as a criticality factor/index rather than as an absolute measure, use of population density 

from the 2013 census is sufficient for the purposes of this review to prioritise assets risks.  

Calculating the public risk index 

The index is based on the area that would be impacted should the asset fail in a high consequence manner. To calculate 

the risk index, the following steps were taken: 
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τ The density of population in the vicinity of an asset was assigned to the asset based on the asset location and the GIS 

population density layer. 

τ The impact area of an asset when it fails was calculated. The area was based on physical attributes such as the height 

of a pole or evidence from other failures at Aurora or in the electricity industry. 

τ The population density of the area was multiplied against the impact area to calculate the impact on population 

density. 

The public safety consequence is, therefore: 

ὖόὦὰὭὧ ὛὥὪὩὸώ ὍὲὨὩὼ ὛὭᾀὩ έὪ Ὥάὴὥὧὸ ὥὶὩὥ ὖέὴόὰὥὸὭέὲ ὨὩὲίὭὸώ 

Limitations  

This assessment of safety risk is not an absolute measure but intended to be comparative between assets to enable 

prioritisation between asset fleets. The method is only applicable to distribution assets, i.e. those that are installed outside 

of zone substations, and protection relays.  

 

 

Figure 4.1  Population density derived from the 2013 Census data2 

 

                                                           

 
2  Population data sourced from https://koordinates.com/layer/7322-new-zealand-population-density-by-meshblock/  

https://koordinates.com/layer/7322-new-zealand-population-density-by-meshblock/
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ZONE SUBSTATION ASSETS 

Assets that are located within zone substations pose a safety risk to field crews rather than the public. These assets are 

most likely to fail when being operated so the likelihood of field crew being present at the time of failure is increased, 

compared to public proximity to assets in the distribution network.  

The key assets assessed that fall into this category include: 

τ zone substation circuit breakers 

τ zone substation transformers. 

For these assets, analysis of the asset type, calculation of parameters such as arc fault boundary, experience and 

knowledge from recent events in the electricity industry, and engineering judgement is used to assess the criticality.  

We note that Aurora implements a number of practices and procedures to safeguard personnel working within a zone 

substation, however, as discussed in section 4.1.2, our review is of the asset risk. The effectiveness and consistent 

implementation of the safety process have not been considered or assessed as part of this review. Hence, our assessment 

does not consider the safety practices in assessing the asset criticality. 

4.3.2 RELIABILITY (ENERGY AT RISK) 

The risk to network reliability is the loss of supply to consumers. An economic cost of the loss of supply can be 

calculated and is comparable across asset types, hence it can be used to prioritise network risk. The economic impact of 

loss of supply can be calculated based on the value customers place on reliability, so energy at risk is then a function of: 

τ the demand supplied by an asset (the amount of energy that would be interrupted if the asset was to fail) 

τ the duration of the expected asset outage prior to restoration of supply 

τ the value of customer reliability (VCR) also called the value of lost load (VoLL), typically expressed as $ô000/MWh. 

The energy at risk is, therefore: 

ὉὲὩὶὫώ ὥὸ ὶὭίὯὒέὥὨ ὰέίὸ  ὠὥὰόὩ έὪ ὧέὲίόάὩὶ ὶὩὰὭὥὦὭὰὭὸώ 

VALUE OF CONSUMER RELIABILITY 

The VCR or VoLL is an economic cost of the amount of electricity that is prevented from being supplied to consumers 

due to the outage caused by electricity assets.  

A number of studies have been undertaken to determine the value consumers place on electricity supply based on 

stratification by metrics such as load type (e.g. residential, commercial or industrial) and geographic location. WSP has 

used the VoLL used by Aurora for the assessment as set in Table 4.3. This sets out a different VoLL for the two 

networks. 

As a way of checking the VoLL used, WSP has compared the values used by Aurora against the values published by the 

Electricity Authority (EA) on the 23 July 20133 . From the EA study, the VoLL for Christchurch has been used as the 

closest equivalent to Dunedin and escalated to 2018 dollars. It is noted that the Aurora VoLL for Dunedin is similar to 

the average EA VoLL when adjusted to 2018 dollars, and the VoLL applied in Central is similar to the large non-

residential VoLL from the EA study which is reflective of the types of customers on that network. This indicates the 

Aurora VoLL is suitable for use in this review. 

                                                           

 
3  Electricity Authority, Investigation into the Value of Lost Load in New Zealand ï Report on methodology and key findings, 23 

July 2013 
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Table 4.3 Value of Lost Load ($/MWh) 

CONSUMER TYPE EA VOLL ($ô2013) EA VOLL ($ô2018) 
AURORA VOLL 

CENTRAL ($ô2018) 

AURORA VOLL 

DUNEDIN ($ô2018) 

Residential $14,818 $15,988 $12,000 $20,000 

Small non-residential $69,761 $75,268 $12,000 $20,000 

Medium non-residential $46,686 $50,372 $12,000 $20,000 

Large non-residential $10,940 $11,804 $12,000 $20,000 

Weighted average $18,690 $20,166 $12,000 $20,000 

 

The approach to calculating the energy at risk has been undertaken using one of two methods based on the asset type and 

the data available for the asset type. 

DISTRIBUTION ASSETS 

Distribution assets have a lower impact on unserved energy and can typically be replaced in a short period of time. 

Aurora provided us with unserved energy values by using its GIS to calculate the impact of an asset failure for each 

distribution asset. The approach found the nearest isolation point upstream of the asset being assessed and calculated the 

SAIDI impact based on all customers downstream of that isolation point losing supply for a period of four hours to 

represent an indicative outage duration. This calculated a SAIDI value that reflected the number of customers and 

duration of time they would be affected. The assumption of four hours for each outage is appropriate based on their 

historical performance and suitable when considering a fleet wide analysis. 

WSP leveraged this analysis to convert the SAIDI value back to customer minutes off supply, then using the average 

demand per customer calculated the unserved energy. This was then multiplied by the VoLL to derive an economic cost 

of each asset failing.  

ZONE SUBSTATIONS  

Energy at risk is assessed at a zone substation level using demand data available from SCADA, transfer capacity 

available at each individual zone substation, redundancy and nameplate capacity. The key information sources and how 

they are used include: 

τ substation demand: extracted from SCADA and used to develop a load duration curve (LDC) for the substation. The 

LDC is the arrangement of the hourly demand data from highest to lowest to show the proportion of time throughout 

the year that a specific level of demand is experienced 

τ asset capacities: extracted from asset databases these include the nameplate rating, and redundancies (i.e. N-1 

capacity if relevant) 

τ transfer capacity: based on engineering assessment of the substation and feeder configuration, this specifies the 

amount of load that can be supplied from an adjacent substation 

τ time to restore supply: this was based on engineering judgement and Auroraôs plans for specific substations  

τ forecast load growth: growth forecasts provided by Aurora. 

The amount of energy that would not be supplied in the event of an outage is calculated using the LDC and the N, N-1 or 

N-2 capacity of the substation as appropriate, allowing for the transfer capacity. The energy multiplied by the VoLL to 

calculate an economic cost of the outage. 
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SUB TRANSMISSION ASSETS 

Energy at risk for sub transmission assets is based on the demand at the relevant substation including allowance for load 

transfers, and uses the expected duration for restoration of the sub transmission supply. The analysis considered the 

difference in restoration times based on the asset type of overhead conductor or underground cable, and the N or N-1 

redundancy of the sub transmission circuit. 

4.3.3 ENVIRONMENT 

The Resource Management Act 1991 (RMA) sets out the requirements Aurora must meet with respect to environmental 

management. The RMA also sets out penalties for failure to comply or meet the requirements The Penalties are separated 

into three grades of severity and infringement notices. These are described below:4 

τ Grade 1 offences carry a maximum penalty for a person of imprisonment for up to 2 years or a fine up to $300,000. 

Entities are subject to a fine of up to $600,000 and there is provision for an additional penalty of up to $10,000 for 

every day during which the offence continues. These offences relate to activities that make use of land or undertake 

activities on land without consent or in contravention of a district plan 

τ Grade 2 offences carry a maximum penalty of $10,000 and, if the offence is a continuing one, a further fine up to 

$1,000 for every day during which the offence continues. These offences relate to contravention of an order made by 

the Environmental Court, particularly regarding protection of sensitive information and noise 

τ Grade 3 offences carry a maximum penalty of $1500. These offences related to wilful obstruction of people 

exercising powers under the Act or contravention of a summons or an order to provide information 

τ As an alternative to criminal proceedings a Council may serve an infringement notice where an infringement offence 

has been committed. The person culpable will required to pay an infringement fee of up to $1000.  

CALCULATION OF ENVIRONMENTAL RISK 

Historical data on environmental incidents is used to assess the risk posed by each asset class. In addition, the type of 

asset and potential to cause an incident even if not observed historically, is considered. This includes, for example, 

consideration of oil containing assets, their locations and mitigating designs, as well as equipment containing SF6 gas. 

4.3.4 MAPPING CONSEQUENCE TO THE MATRIX 

To ensure comparability with the Aurora risk approach, we have adopted rankings for the economic consequence that 

align with Auroraôs approach as detailed in its 2018 AMP. Table 4.4sets out how WSP has mapped the assessment of the 

criticality to align with the economic consequence.  

Table 4.4  WSP Consequence of Failure Ranking 

CONSEQUENCE / 

CRITICALITY RANKING 

SAFETY INDEX 

(ZONE SUBSTATION 

ASSETS) 

SAFETY INDEX 

(DISTRIBUTION, 

SUBTRANSMISSION AND 

PROTECTION ASSETS) 

ECONOMIC CONSEQUENCE  

(ENERGY AT RISK, 

ENVIRONMENT) 

5 Fatality of more than 3 

workers 

N/A >$50m 

4 Fatality of between 1 to 

3 workers 

Fatality of between 1 to 3 

people 

$10m to $50m 

3 Serious injuries Serious injuries $2m to $10m 

                                                           

 
4  Information regarding environmental penalties was provided by Aurora. 
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CONSEQUENCE / 

CRITICALITY RANKING 

SAFETY INDEX 

(ZONE SUBSTATION 

ASSETS) 

SAFETY INDEX 

(DISTRIBUTION, 

SUBTRANSMISSION AND 

PROTECTION ASSETS) 

ECONOMIC CONSEQUENCE  

(ENERGY AT RISK, 

ENVIRONMENT) 

2 Minor injury Minor injury $150k to $2m 

1 No impact No impact Ò$150k 
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5 NETWORK RESILIENCE 
This section considers network resilience with specific regard to the unique location of Auroraôs network and lessons 

learnt from recent high impact events. 

5.1 DEFINITION OF NETWORK RESILIENCE 

Network resilience refers to the ability of the network to withstand or recover from high impact events. The performance 

of each asset in the supply chain is important to achieving good performance, but it is the way that the supply chain as a 

whole reacts to events that determines resilience. Hence, in this report, the emphasis of resilience is placed on the impact 

on the system as a whole rather than on individual components.  

When discussing resilience, the events referred to are very low frequency but with very high impact and, typically, 

include events such as earthquakes, floods and other natural hazards. These events are often referred to by time periods 

(e.g. a 1 in 100-year flood, or earthquakes expected once every 1000 years) rather than the number of events per day or 

per year.  

Common failures due to asset condition, vegetation or localised events (i.e. storms) that only impact a small number of 

assets or group of customers are discussed under network reliability in section 7 at the network level and in the specific 

asset sections for each asset class presented later in this report, as required.  

5.2 RESILIENCE RISK MAPS 

The Dunedin and Central networks are located in inherently risky regions with respect to natural hazards. Due to the 

terrain, proximity to the coast and being in seismically active locations, the resilience of the Dunedin and Central Otago 

networks needs to be considered with regard to a number of different risk factors. The main natural hazards based on the 

historical data include: 

τ Earthquake fault lines 

τ Tsunami affected areas 

τ Seismic liquefaction potential 

τ Landslides 

τ Flood areas. 

Additionally, hoar frost and ice occur frequently in the inland regions and can occasionally impact the network to a 

significant degree. 

Our approach to assessment of resilience is based on a GIS view of the assets and the natural hazards to which they are 

subject. These hazards are shown in Figure 5.1 with the two largest population centres, Dunedin and Queenstown, shown 

as inserts to provide more detail.  

Figure 5.2 shows a close up of the Dunedin city area to provide additional detail on the sub transmission cables that are 

located in the area and the natural hazards. The figures highlight the number of assets that are located in each risk area 

and the number of different risks that exist in the Dunedin and Central Otago regions5. Dunedin supplies 56.5% of 

                                                           

 
5  The data used for the GIS risk layers was sourced from Otago Regional Council https://www.orc.govt.nz/managing-our-

environment/maps-and-data. 
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customers on the network and 38.6% of all customers are located in the Dunedin city area. Detailed views of maps are 

provided in Appendix C.  
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Figure 5.1  Overview of natural hazards in Auroraôs network areas 
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Figure 5.2  Dunedin network region hazard map 

 

To demonstrate the significance of these hazards, a summary of major events has been provided in Table 5.1 and Table 

5.2. Table 5.1 shows there have been 43 significant natural events in New Zealand in the past 155 years with 12 affecting 

the South Island and in the proximity of the Otago region. Table 5.2 shows the annual average number and frequency of 

earthquakes in New Zealand. 

Table 5.1 Number of natural hazard events in New Zealand since 1843 (excluding earthquakes) 

NATURAL HAZARD ALL NEW ZEALAND SOUTH ISLAND 

Weather 13 2 

Landslide 9 4 

Flooding 8 1 

Tsunami 8 4 

Volcanic 3 0 

Wildfire 2 1 

Total 43 12 

Source: Wikipedia https://en.wikipedia.org/wiki/List_of_natural_disasters_in_New_Zealand 

 

https://en.wikipedia.org/wiki/List_of_natural_disasters_in_New_Zealand



















































































































































































































































































































































































































